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Abstract of the contribution: This contribution proposes an update to key issue IMS#1 to align more with the SA1 requirements and TR 22820 issued by SA1 in support of RLOS services.
Introduction

IMS must allow any UE access to a requested RLOS service. The UE may or may not be authenticated for any reason. 
Proposal

It is proposed to update 23.715 as follows:

**** First Change ****

6.1
Key issue #IMS-1: Support for unauthenticated and authenticated user access to RLOS
The key issue here is that the IMS network enables any UE access to a requested RLOS service. This applies to all UEs, authenticated and non-authenticated.








The solution should use the same mechanisms for both unauthenticated and non-authenticated UEs as much as possible.


**** End of Changes ****
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